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Overview: 

5 steps to performing role-based testing in Informatica MDM 

Users interact with Informatica’s MDM system differently depending on their roles
and responsibilities. For example, data stewards are responsible for data
governance and quality. 

Role-based testing focuses on validating the functionality and behavior of the
MDM system from the perspective of different user roles. It identifies various roles
& responsibilities within the MDM system and the access levels associated with
each role. 

1.  Identify User Roles

3.  Create Test Cases

4.  Execute Test Cases

2.  Define Test Scenarios

Start by identifying the different user roles interacting with Informatica’s MDM
system such as data stewards, business users, administrators, data analysts, etc.

Based on the test scenarios, create test cases that validate the functionality and
behavior of the MDM system for each user role. Test cases should cover areas such
as data entry, data validation, data retrieval, workflow processing, security, and
permissions.

This includes logging into different user accounts and testing the tasks according to
the defined test scenarios. Log into the user account and note down the user’s
accessibility. 

Test scenarios must specify the services and accessibility assigned to each user. For
instance:

Data Steward: Perform data cleansing, data matching, and data merging tasks.
Business User: Search and retrieve master data records for business processes.
Administrator: Configure security settings, manage user permissions, and maintain the
MDM system.
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Administrator

·Data Steward

·Business User

Log in using the admin credential. Users need to follow ‘step a’ to ‘step b’.
Admin has access to configuring security settings, managing user permissions,
and maintaining the MDM system. The admin can view records, edit records,
perform match and merge, & more. 

Log in using the data steward credential. Follow ‘step a’ to ‘step e’. Data
stewards can perform data cleansing, data matching, and data merging tasks.

Log in using the business user credential. Follow ‘step a’ only. Business users
can search and retrieve master data records for business processes.

Verify if the user can view and select data from Customer360.
Expected Result: The user should be able to view and select data from
Customer360.

Verify if the user can edit the record and save changes.
Expected Result: The user should be able to edit records and save changes.
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Verify if the user can delete records.
Expected Result: The user should be able to delete records.
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Verify if the user can view matched records and merge them manually.
Expected Result: The user should be able to see matched records and merge them
manually.
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Verify if the user can view the task in the workflow and claim them.
Expected Result: The user should be able to see the tasks in the workflow and
claim them.
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Verify if the user can view and create user groups.
Expected Result: The user should be able to view and create user groups.

Verify if the user can view and create user roles.
Expected Result: The user should be able to view and create user roles.
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Verify if the user can view and create users.
Expected Result: The user should be able to view and create users.
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5.  Complete Execution 
Make sure that the MDM system meets the requirements and expectations of
different user roles within the organization. This way, data is managed well among
different users.
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